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Meaning of 
terms

The whole information
about individuals

The system of 
measures helping 
to protect 
personal 
information
http://contaxlaw.com/gdpr-house-lawyers-
need-know/

Physical or legal person or 
organization which cultivates 
personal information

Physical person who
can be identified  

Data Processor
Physical or legal person
or organization which control 
the cultivation of
personal data



As a fundamental right it’s 
connected with national and 
International law.

They include some acts
about protection.

The first is

• The data protection act 1998

The second is

• GDPR (DPD Data Protection 
Directive 1995 turn into GDPR)



The important step in international 
law is 

Fee for viewing 
the data

Correct the 
incorrect 
information

Don’t use the 
data for database 
marketing

https://blogs.microsoft.com



P.D. shall be 
processed lawfully 

P.D. shall be 
obtained for 
lawful purposes 

Technical measures 
shall be taken against 
loss of data.

P.D. shall be 
adequate 

P.D. shall not be 
transferred outside the 
European Economic 
Area.

Information shall be 
kept for specific 
purposes.



• Most people share their personal 
data with organizations, agencies, 
and individuals through their social 
networks.

• The protection of personal data is 
a fundamental right for all EU citizens.

• That is why a new legal framework 
will be applied on May 25.

The second act is GDPR



https://www.professionalsuk.co.uk/article/hr-
consultants/3296/my-take-on-gdpr



About new rights

ü The right of access:You can request 
a free e -copy form of 
your stored data by a particular 
company.

üThe right
“ to be forgotten”: You can withdraw 
the consent you have given for the 
use of your personal data.

ü The right to data portability: You 
can transfer your data 
whenever you want it from one 
service provider to another.

üThe right to be informed: At the 
outset of any request for data, 
businesses must be as clear as 
possible on how they will process 
data.



ü Right to rectification: When your 
personal data are inaccurate, then 
controllers need to correct them 
indeed.

üThe right to restriction of 
processing: Simply said, your right 
to limit the processing of your 
personal data with several rules 
and exceptions of course.

ü Right to object: You can 
immediately stop processing 
your data for marketing 
purposes.

üNotification right: In the event of 
a breach of data that 
compromises your personal 
data, the organization should 
inform the Processor within 72 
hours of the first time that the 
violation was identified.



The principle of GDPR 
based on agreement of
Data Controller and 
Data Processor.

The agreement must be
done freely, only for correct 
purpose and  lawfully.

The cultivation of subject’s
rights can have 
“high risks”, so
the compliance with ISO  27001
is one and only independent 
and internationally recognized
security standart .

DPO : there is a special officer
for Data protection, the officer
deals with monitoring 
and connection with Government.



About WHOIS system 
ü Change it
ü To make it private
ü To find a bridge between public 

policy objectives and compliance 
with GDPR’s regulations

Personal data in the RIPE Database

ØIt contains all registration details,
ØAlso contact details of responsible people.
ØContact details of resource holders

The Database is open and the first condition is
connection between network operators 
especially during offenses and they can have
administrative and responsible people’s contacts
for circumstances like that.



u Resource holder can apply for removing the data.

u In the same time the resource holder must find another individual 
who is willing to share their data in RIPE Database.

Conclusion
The RIPE NCC is confident that the 
current RIPE Database operations are in 
line with the requirements of the GDPR.



What is the idea of Data 
protection?

Data protection is
the serious 
problems not only for
the lawyers,
but also for the world.

Imagine a country 
which is surrounded 
by different enemies 
but it has a very weak 
army. So if we want to 
feel safe, at first we 
need to be able to 
protect our own data.

Every person must 
know ,that his/her 
rights are save in 
virtual world.



• The main problem is the cybercrime.
• The rate of cybercrime in Armenia 

increases(According to the annual report of 
Armenian police to the Government).

• Armenian Government has regulations about 
Data protection.



ü The compliance of EU agreement with national legislations is 
the  main problem that countries must solve after adopting it.

ü Non-EU countries will do the same, they will add regulations 
which will be in compliance with GDPR.

are EU 
countries that will validate the regulations all other non-EU 
countries should transfer data only if they can provide proper 
conditions for protection.

ü In any non-EU country that isn’t mentioned in this list should 
has own national legislation which will compliances with 
GDPR(ISO 27001 standart), because every country should has 
own standarts for proper protection and every citizen should 
know that his/her rights are protected.



Not only countries, but everyone need 
to be informed about GDPR

• GDPR is the weapon that everyone need.
• GDPR cares for productive protection.
• It has a regulation if the person isn’t agree with 

the rules they will never sign an agreement.
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