
Internet	of	Things.	A	recent	visit	to	CES:	



Security	is	recognized	as	a	missing	piece	for	IoT.		
The	reliance	on	IoT	means	it	should	be	built	in	from	
the	start.	Not	just	a	patch.	
	
IoT:	
•  Light	bulb	
•  Lock	
•  Car	
•  Heart	Pacemaker	
•  Internet	Router	–	Security	already	built	in	and	
understood	

	



Lets	take	advantage	of	the	hard	won	experience	
and	cooperaIve	environment	of	our	network	
engineers	to	develop	the	soluIons	for	
“tomorrow’s”	IoT!	

	

?



Securing	it	

•  DNS	converts	names	(www.bncr.fi.cr)	to	
numbers	(201.220.29.26)	

	•  Make	sure	we	get	the	right	numbers	(DNSSEC)	
•  Verify	the	idenFty	and	encrypt	data	



A	thought:	Scalable	Security	for	IoT	
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DNS is already there 
DNSSEC adds security 

and crosses 
organizational 
boundaries. 

Animated	slide	



DNSSEC:	Internet	infrastructure	
upgrade	to	help	address	today’s	
needs	and	create	tomorrow’s	
opportunity.	
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P	 DNS	is	a	part	of	all	IT	ecosystems	

(much	more	than	one	expects)		


